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Outline

 Some examples of using large healthcare 

databases for public health research

 Ethical principles in biomedical research

 Special considerations about observational 

studies conducted with large healthcare 

databases

 Using large healthcare databases

 UK, Scandinavian countries, USA

 Scientific and practical issues
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Current Medical Research and Opinion 2009; 25: 1019-27

 The exendatide vs. metformin/glyburide comparison was 

initiated after exenatide approval

 Data system allows evaluation of all potential outcomes that 

resulted in ICD-9 diagnosis codes

 Address an important public health question

• The report was 

sponsored by the 

manufacturer of 

exenatide
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Using databases for drug safety
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Using databases for drug safety
JAMA 2004; 292: 2585-90
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Using large databases to evaluate the 

effectiveness of a black box warning
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Black box warning did not work for 

cisapride (JAMA 2000; 284: 3036-9)
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Using database for safety 

surveillance
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A recent article published 

online at Medical Care

 http://journals.lww.com/lww-

medicalcare/Abstract/publishahead/Active_Influenza_Vaccine_Safety_Surv

eillance_.99875.aspx
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FDA Sentinel Initiative

 http://www.fda.gov/oc/initiatives/advance/sent

inel/ 
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According to the FDA Sentinel Initiative
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Using databases for surveillance

 New England Journal of Medicine 

2009; 361: 645-647
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General ethical principles in human 

research (from a U.S. perspective)

 Respect for Persons / Autonomy

 Beneficence / Non-maleficence

 Justice

 Based on these principles, specific guidelines have 

been developed

 Intervention studies

 Good Clinical Practice and others

 Observational studies

 Primary data collection

 Utilize secondary data
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Different types of research, 

different types of ethical 

considerations

 Basic / mechanistic

 Animal rights and welfare

 Clinical trials

 Autonomy – informed consent

 Observational studies

 Autonomy – authorization to use health records

 Is there a cultural component in ethical 

considerations?
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The U.K. perspective

 Striking the right balance between privacy 

and public good. Lancet 2006; 367: 275

“… the tension between the vital need to respect the 

privacy of patients and the important task of 

medical research using large population datasets.”

 Autonomy vs. Beneficence

 Justice

 Everyone, including study subjects, may benefit
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A U.K. report in 2006
www.acmedsci.ac.uk/index.php?pid=99&puid=62

1. Interpreting the legal framework

2. Improving regulatory processes

3. Developing good practice in research using 
personal data, including issues related to 
anonymisation and consent

4. Harnessing the opportunities of the NHS National IT 
programme

5. Engaging the public
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www.sciencemag.org/cgi/content/summary/sci;301/5630/163?

maxtoshow=&HITS=10&hits=10&RESULTFORMAT=&fulltext

=denmark+epidemiology&searchid=1&FIRSTINDEX=0&resou

rcetype=HWCIT

 Science 2003; Vol. 301. no. 5630, p. 163 
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Wettermark, Furu, Andersen, 

Martikainen, & Bergman
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Three related topics in database 

research in the U.S.A.

 Privacy

 Right to be left alone

 Derived from the Autonomy Principle

 Confidentiality

 Legal requirement

 Breach of confidentiality may result in substantial damage 

to individuals

 Financial

 Social stigma and discrimination

 Data security

 Information Technology standard to prevent breach of data
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U.S. legislations

 Health Insurance Portability and 

Accountability Act (HIPAA)

 Provisions for public health research with large 

linked health care databases

 American Recovery and Reinvestment Act

(ARRA)

 Security standard for electronic records
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The consumers’ view?

 U.S. Consumer Reports 2000 Aug issue, P 26

 “Patients are well served if doctors and hospitals have fast 

access to accurate records.”

 “With proper safeguards against re-identification, analysis 

of government, hospital, and health-related databases 

yields a gold mine of information on public-health trends 

and the effectiveness of various types of care.”

 Lancet 2006; 367: 275

 “The Academy’s report points to a paucity of evidence

about patients’ preferences for and attitudes towards

participating in research, and calls for more involvement

with the public to get a fuller and more accurate picture of

their views.”
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Institute of Medicine Report in 2009

 The committee’s conclusion is that the 
HIPAA Privacy Rule does not protect privacy 
as well as it should, and that, as currently 
implemented, the Privacy Rule impedes 
important health research.

 Privacy Rule in the U.S. is a work in 
progress.
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A common misconception –

data quality

 Desire for perfect data may become the 
enemy of public good
 Do not throw away the baby with the bathwater

 Jan P Vandenbroucke. Lancet 2004; 363: 
1728-31

 What is the hierarchy of evidence?
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My own thoughts on how to put 

ethical principles into practice

 Competent Privacy Board / Institutional Review 

Board / Human Subjects Committee review

 Legislation to provide the legal framework

 Training of investigators and research staff

 Utilize Information Technology to protect 

confidentiality without losing efficiency

 Open dialogue with all stakeholders

 Investigators

 Patients / consumers


